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  1. Introduction 
 

¢Ƙƛǎ wƛǎƪ aŀƴŀƎŜƳŜƴǘ tƻƭƛŎȅ όǘƘŜ ǇƻƭƛŎȅύ ŦƻǊƳǎ ǇŀǊǘ ƻŦ ǘƘŜ ¢ǊǳǎǘΩǎ ƛƴǘŜǊƴŀƭ ŎƻƴǘǊƻƭ ŀƴŘ ŎƻǊǇƻǊŀǘŜ ƎƻǾŜǊƴŀƴŎŜ 
arrangements.  Lǘ ŀƭǎƻ ŜȄǇƭŀƛƴǎ ǘƘŜ ¢ǊǳǎǘΩǎ ǳƴŘŜǊƭȅƛƴƎ ŀǇǇǊƻŀŎƘ ǘƻ Ǌƛǎƪ ƳŀƴŀƎŜƳŜƴǘΣ ŘƻŎǳƳŜƴǘǎ ǘƘŜ ǊƻƭŜǎ ŀƴŘ 
responsibilities of the board of governors, the Risk Management Group and other key parties. It also outlines 
key aspects of the Risk Management Process, and identifies the main reporting procedures. 

In addition, it describes the process the Local Governing Board and the Directors will use to evaluate the 
ŜŦŦŜŎǘƛǾŜƴŜǎǎ ƻŦ ǘƘŜ ¢ǊǳǎǘΩǎ ƛƴǘŜǊƴŀƭ ŎƻƴǘǊƻƭ ǇǊƻŎŜŘǳǊŜǎΦ 

 
9ȄŎŜŜŘ [ŜŀǊƴƛƴƎ tŀǊǘƴŜǊǎƘƛǇΩǎ ŀƛƳ ƛǎ ǘƻ ǇǊƻǾƛŘŜ ǘƘŜ ƘƛƎƘŜǎǘ ǇƻǎǎƛōƭŜ ǉǳŀƭƛǘȅ ƻŦ ŜŘǳŎŀǘƛƻƴ ŦƻǊ ŀƭƭ ƭƻŎŀƭ ŎƘƛƭŘǊŜƴΣ 
in order to ensure pupils from all backgrounds are able to succeed.  

 
The statements in this policy contribute to our approach to our structures and governance.  

¶ The Exceed Learning Partnership is committed to minimising risk through a framework of integrated 
governance supported by a proactive risk management culture.  

¶ Risk can be defined as the combination of the potential likelihood of an event and its impact. In 
managing our academies there is the potential for events and consequences that constitute 
opportunities for benefit (upside) or threats to success (downside). Risk Management is concerned 
with both positive and negative aspects of risk.  

¶ In the safety field, it is recognised that consequences are only negative and therefore the 
management of safety risk is focused on prevention of harm. 

 

 2. The Approach to Risk Management in Exceed Learning Partnership 
Trust 
 
Risk management is a central part of our strategic management and culture. It is the process whereby we 
methodically address the risks attached to our activities with the goal of achieving sustained benefit within each 
activity and across the portfolio of all activities. 
 
The focus of good risk management is the effective identification and treatment of risks. Its objective is to add 
the maximum sustainable value to all our activities. It focuses on understanding the potential upside and 
downside of all those factors, which can affect our organisation.  
 
Employees at all levels throughout the Trust should include risk management and awareness of risk as a key 
element of their job description. This supports accountability, performance measurement and reward, thus 
promoting proactivity.  

Key performance indicators for risk management shall be developed, implemented and reviewed to measure 
the effectiveness of the Risk Management Process. 

The following key principƭŜǎ ƻǳǘƭƛƴŜ ǘƘŜ ¢ǊǳǎǘΩǎ ŀǇǇǊƻŀŎƘ ǘƻ Ǌƛǎƪ ƳŀƴŀƎŜƳŜƴǘ ŀƴŘ ƛƴǘŜǊƴŀƭ ŎƻƴǘǊƻƭΥ 
 

¶ The Directors Audit and Risk Committee have responsibility for overseeing risk management within the 
Academy Trust as a  whole; 

¶ An open and receptive approach to solving risk problems is adopted by the Directors and the Local 
Governing Board (LGB); 

¶ The CEO and the Executive Leadership Team supports, advises and implements policies approved 



 
by the Directors; 

¶ The Academy Trust makes conservative and prudent recognition and disclosure of the financial and 
non-financial implications of risks; 

¶ The LGB, Principal, Senior Leaders and members of the Academy Risk Management Group are 
responsible for encouraging good risk management practice within their designated academy; and 

¶ Key risk indicators will be identified and closely monitored on a termly basis unless otherwise identified. 
 

3. Risk Management Cycle 
 

Identifying Risks 
 
The process for risk identification cannot be centralised to a core team or function, it must be a fluid part of the 
day-to-day operation of the organisation and is best done as a joint effort with the focus on things that could 
adversely affect business objectives across the estate. Risk identification is a core competency and must be 
developed through the performance management process.  
 
Exceed Learning Partnership Trust works to a framework of seven key areas to identify and classify risks. This 
allows the organisation to take into consideration both internal and external factors that can positively or 
negatively affect the organisation. A list of risks will be identified using a variety of techniques including data 
analysis, risk identification workshops, the establishment of Risk Management Groups in each Academy, options 
appraisals and incident investigation among others. An example list of typical categories of risks can be found 
at appendix 1. 
 
Consideration will be given to the following factors: 
 

¶ Risks Areas 1-6 (see table below) will be categorised into the following framework on the Trust and 
!ŎŀŘŜƳƛŜǎ wƛǎƪ wŜƎƛǎǘŜǊΥ ό¢ƘŜ 5ŜǇǳǘȅ /9hκ/hhύ ǿƛƭƭ Ƴŀƛƴǘŀƛƴ ǘƘŜ ¢ǊǳǎǘΩǎ wƛǎƪ wŜƎƛǎǘŜǊΤ ǘƘŜ .ǳǎƛƴŜǎǎ 
Managers should maintain the Academies Risk Register). 

¶ Risk Area 7: School Improvement (see table below) will be categorised into a separate educational 
ŦǊŀƳŜǿƻǊƪ ǿƛǘƘ ƛǘΩǎ ƻǿƴ ŜŘǳŎŀǘƛƻƴ Ǌƛǎƪ ŘŜǎŎǊƛǇǘƻǊǎ ς see appendix 6Φ  !ŎŀŘŜƳȅ tǊƛƴŎƛǇŀƭΩǎ ŀƴŘ ǘƘŜ 
CEO/Director of Primary are responsible for completing the School Improvement Risk Register with final 
versions being approved by the CEO/Director of Primary.  The approved Risk Registers are presented to 
LGBs and the Trust Education and Standards Committee for monitoring in the form of a Headline Data 
Report ς See appendix 5 
 

Key Risk 
Area No. 

Risk Areas  Examples 

Area 1 Strategic Academy/Trust development and performance e.g. Vision, beliefs, 
values and strategic goals, local, national and international 
political factors that can affect the organisation. social and cultural 
dynamics affecting the education system. 

Area 2 Operational Staffing & Resources e.g. Functions and issues that the academy 
may face due to transition to academy status. Management 
information and systems, HR and human capital, Income risks. 

Area 3 Health & Safety e.g. Risk Assessments, fire procedures, school visits, academy 

Identify
Risk

Assess Risk
Determine Risk 
Management 

Strategy
Respond Debrief



 

forest schools 

Area 4 Financial e.g. internal or external micro- or macroeconomic factors. 

Area 5 Estates e.g. Security software, emergency planning, academy forest 
schools 

Area 6 Compliance   e.g. Legal, regulatory and compliance matters 

Area 7 School Improvement e.g. Teaching and learning matters 

  

Assessment of Risk  
 
Assessing risks must be discussed and agreed that all involved are satisfied with the lists of risks, assessment of 
the existing internal controls and determine appropriate action using the risk management strategy below.  All 
risks requiring additional action must have an identified person to take responsibility for the action, review 
procedures should be discussed and how the reporting of actions will be conducted. 
 
Risks will be assessed on two core criteria:  

¶ Likelihood: the probability of the risk occurring  

¶ Impact: the positive or negative ramifications of the risk coming to fruition. 
 

LIKELIHOOD x IMPACT = RISK RATING (Severity)  
 

Both criteria will be scored on the risk register, between 1 (the lowest) and 3 (the highest). When multiplied 
together, the total provides a quantifiable risk profile. The risk profile will then determine the severity of the 

risk through a simple Red, Amber, Green framework. 
 

Risk Rating 

(severity)  

RAG rating 

(Red, Amber, 

Green)  

1 Ó 3 Green  

4 Ó 6  Amber  

7 Ó 9 Red 

 

Likelihood  
*Likelihood scores are based on an event taking place within one academic year or less 
 

1  Low Not likely to occur within a 4 year time period or less than 5% 
chance of occurrence 

2  Medium Likely to occur within a 4 year time period or less than 25% chance 
of occurring within the next 12 months 

3  High Likely to occur each year, or more than 25% chance of occurrence 
within the next 12 months 

 

Impact  
1 Low The financial impact is likely to be low [below £5,000 and £24,000] 

Has a low impact on strategy or on teaching and learning 
Low stakeholder concern 
Is unlikely to cause any reputational damage to the school 

2 Medium The financial impact will be moderate [between £25,000 and 
£49,000] 
Has no more than a moderate impact on strategy or on teaching and 
learning 



 

Moderate stakeholder concern 
Can cause moderate reputational damage to the school 

3 High The financial impact will be significant [in excess of £50,000] 
Has a significant impact on the school's strategy or on teaching and 
learning 
Has significant stakeholder concern 
Can cause significant reputational damage to the school 

 
A risk matrix (see Appendix 2) will be used to plot each risk, these will then be recorded in the risk register. 
 
The assessment of each risk will take into consideration the control measures currently in place to manage the 
risk. The controls identified will be assessed to determine whether they are an appropriate mitigation of the 
risks identified. The value for money of the chosen responses needs to be considered, i.e. it is as important to 
avoid over-control of minor risks as under- control of serious risks. 

With this exercise complete, the Directors /LGBs will decide what their risk appetite is, (what level of risk they 
are willing to tolerate using the Risk Management Strategy below.  This will determine what response the 
Directors /  LGBs wishes to make to each risk.  

Risk Management Strategy  
 
The Risk Management Strategy determines the way in which the organisation will respond to a risk.   
 

Response 
 
The Trust has adopted three categories of risk response type:    
 

Risk Rating Risk Response Description 

1-2 Monitor and Minimise Low or Relatively Insignificant Risk 

3-4 Mitigate and Control Medium risk that requires active Risk Controls 

6-9 Remove and Restrict Aggressive Controls and Restrictions 

 
Person Responsible/Actions Required/Risk Register 
Any risks requiring treatment should be recorded in a risk register, areas to be considered as a risk have been 
identified in Appendix 3. The actions required to produce an acceptable control system must be identified in 
the appropriate column in the risk register which will in turn create the action plan to address the risk. It should 
be clear who the actions have been allocated to (person responsible) along with a deadline for the action to be 
completed.  The person responsible will identify stakeholders with an interest in or affected by the risk and 
consult with them to establish their relationship with the risk and what influences this might have on the Risk 
Management Process.   
 



 
 
A final version of the register will be considered at the Directors Audit Committee meetings, a report identifying 
key risks will be produced by the Deputy CEO/COO and circulated to all Directors so that they are aware of the 
risk management and the controls in place to limit exposure to the risk.  
 
Monitoring and Review/Risk Response 
The risk register will be monitored by the Deputy CEO/COO with any known risks not already identified on the 
academies risk register being brought to the attention of the Principal and Business Manager.   
A final version of the risk register will be reviewed termly by Directors, Risk Management Groups and LGBs to 
ensure that risks are identified and that appropriate controls and responses are in place and to ensure that; 
 

¶ New risks/escalating risks are identified 

¶ Planned actions are carried out in line with agreed timescales 

¶ Updating of the risk register as risks occur/change over time 

¶ Early signs of developing risks are identified as early as possible 
 
The Risk Management Group (Audit Committee) will consider the Risk Management Policy, Risk Register and 
the Risk Management Action Plan on an annual basis. They will prepare a report for the consideration of the 
Governing Board which: 

 

¶ Identifies and evaluates the significant risks faced by the academy 

¶ Makes recommendations concerning the content of the policy, action plan and register 
 

The Directors will consider their report and approve any changes to the policy, the action plan and       the 
register in the final meeting of the year. 
 
LGBs will review the Risk Management Action Plan and the Risk Register and associated actions at the final 
meeting of each term. They will: 
 

¶ Review the progress of the implementation of the Risk Management Action Plan 

¶ Consider all risks, their status and their controls to ensure that they are still appropriate 

¶ Where a weakness is identified agree clear actions, timescales and responsibilities. 

¶ Update the action plan and the register as required. 

 
Following this meeting a report of the review will be presented to the next meeting of the Directors. 
Governors will consider the report and its recommendations and approve any subsequent actions. 
 

Debrief  
 
The final stage of the risk management cycle is to conduct a debrief after the implementation of the 
management strategy to assess the effectiveness of the strategy. 
  



 

 4. Escalation 
 
Risk should be understood and reported at all levels within the Trust. 
 
The Trustees should: 

¶ know about the most significant risks facing the organisation through monitoring of the Risk Register;  

¶ ensure appropriate levels of awareness throughout the organisation;  

¶ know how the organisation will manage a crisis;  

¶ know the importance of government and stakeholder confidence in the company; be assured that the 
Risk Management Process is working effectively; and  

¶ publish a clear risk management policy covering risk management philosophy and responsibilities. 
 
Local Governing Bodies should: 

¶ know about the most significant risks facing their school and have a local risk register;  

¶ ensure appropriate levels of awareness throughout the local leadership and the Academy Risk 
Management Group;  

¶ know how their Academy will manage a crisis;  

¶ know the importance of government, parents and local community confidence in the     schools;  

¶ be assured that the Risk Management Process is working effectively; 
 
PrincipalsΩ should: 

¶ be aware of risks which fall into their area of responsibility, the possible impacts these may have on 
other areas and the consequences other areas may have on them;  

¶ have performance indicators which allow them to monitor the key business and financial activities 
progress towards objectives and identify developments which require intervention;  

¶ have systems which communicate variances in budgets and forecasts at appropriate frequency to allow 
action to be taken;  

¶ report systematically and promptly to the Trustees any perceived new risks or failures of existing control 
ƳŜŀǎǳǊŜǎ ƘƛƎƘƭƛƎƘǘŜŘ ǿƛǘƘƛƴ ǘƘŜ !ŎŀŘŜƳȅΩǎ Ǌƛǎƪ ǊŜƎƛǎǘŜǊΦ 

 
Individuals should:  

¶ understand their accountability for individual risks;  

¶ understand how they can enable continuous improvement of risk management   response;  

¶ understand that risk management and risk awareness are a key part of our culture;  

¶ report systematically and promptly to senior management any perceived new risks or failures of 
existing control measures. 

  



 

 5. Role of the Local Governing Board 
 

The role of the LGB in the management of risk is to: 
 

¶ set the tone and influence the culture of risk management within the academy; 

¶ determine whether the academy is ΨǊƛǎƪ ǘŀƪƛƴƎΩ or ΨǊƛǎƪ ŀǾŜǊǎŜΩ as a whole or on any relevant individual 
issue; 

¶ determine what types of risk are acceptable and which are not by liaising with the DCEO and Risk 
Management Group; 

¶ set the standards and expectations of staff with respect to conduct and  probity; 

¶ ŜƴǎǳǊŜ ǘƘŜ ¢ǊǳǎǘΩǎ wƛǎƪ wŜƎƛǎǘŜǊ ƛǎ ƛƳǇƭŜƳŜƴǘŜŘ ŀƴŘ ǊŜǾƛŜǿŜŘ ǘŜǊƳƭȅ ŀƴŘ ǊŜǘǳǊƴ ǘƘŜ ǳǇŘŀǘŜŘ wƛǎƪ 
Register to the Deputy CEO/COO in advance of the Directors Audit Committee termly meeting; 

¶ monitor and manage risks identified on the action plan automatically developed from further controls 
identified in the Risk Register; 

¶ monitor the management of significant risks to reduce the likelihood of unwelcome surprises or impact 
and document any actions taken; 

¶ satisfy itself that the less significant risks are being actively managed, with the appropriate controls in 
place and working effectively; 

¶ ŀƴƴǳŀƭƭȅ ǊŜǾƛŜǿ ǘƘŜ ŀŎŀŘŜƳȅΩǎ ŀǇǇǊƻŀŎƘ ǘƻ Ǌƛǎƪ ƳŀƴŀƎŜƳŜƴǘ ŀƴŘ ŀǇǇǊƻǾŜ ŎƘŀƴƎŜǎ ƻǊ ƛƳǇǊƻǾŜƳŜƴǘǎ 
to key elements of its processes and procedures. 

 

 6. Role of the Risk and Audit Committee 
 

Exceed Learning Partnership has designated the Audit Committee as the Risk Management Group.  
 
Key roles of the Risk Management Group are to: 
 

¶ take overall responsibility for the administration and implementation of the Risk Management Process; 

¶ identify and evaluate the significant risks faced by the academies in the Trust for consideration by the 
Directors; 

¶ approve major decisions affecting the ¢ǊǳǎǘΩǎ risk profile or exposure. 

¶ provide adequate information in a timely manner to the LGB and its committees on the status of 
risks and controls; 

¶ ensure that all academies in the Trust adopt the schemes of delegation and apply these; 

¶ report on Risk Management Action Plan implementation at each meeting of the Directors.  
Undertake an annual review of effectiveness of the system of internal control and provide a report 
to the Directors and LGB. 

 

 7. Risk Management as Part of the System of Internal Control 
 

The system of internal control incorporates risk management. This system encompasses a number of elements 
that together facilitate an effective and efficient operation, enabling the Trust to respond to a variety of 
operational, financial, and commercial risks. These elements include: 

 
a) Policies and Procedures 
Attached to significant risks are a series of policies that underpin the internal control process.  



 
The policies are set by the Directors and implemented and communicated by the Executive Leadership Team 
to staff.  Written procedures support the policies where appropriate. 
 
b) Monthly Reporting 
Comprehensive monthly reporting is designed to monitor key risks and their controls. Decisions to rectify 
problems are made at termly meetings of the Directors and the LGB if appropriate. 

 
c) Business Planning and Budgeting 
The business planning and budgeting process is used to set objectives, agree action plans, and allocate 
resources. Progress towards meeting business plan objectives is monitored termly. 

 
d) High Level Risk Action Plan (significant risks only) 
The risk management action plan is compiled by the Risk Management Group and helps to facilitate the 
identification, assessment and ongoing monitoring of risks significant to the Trust. The document is formally 
appraised annually but emerging risks are added as required, and improvement actions and risk indicators are 
monitored termly, (overseen by Deputy CEO/COO and the RMG) 

 
e) Individual Academy Risk Plans 
Significant risks within an Academy are identified via the Academy self-assessment process in the Local 
Governing Board/Risk Management Group meetings. Required actions identified are added to the risk register 
which automatically creates an action plan to be followed and reviewed termly to ensure the controls have 
been implemented to mitigate risk further.  The Risk Register is shared with the Deputy CEO/COO who analyses 
the register and feeds back to the Principal/Business Manager if there are any concerns which need to be 
addressed.  The register and action plan are then agreed by the LGB and RMG. 
 
f) Finance Committee (Audit) 
The Audit Committee in their report to the LGB on internal controls alerts governors to any emerging issues. 
In addition, the Audit committee oversees internal audit, external audit and management as required in its 
review of internal controls. The committee is therefore well placed to provide advice to the Directors and LGB 
ƻƴ ǘƘŜ ŜŦŦŜŎǘƛǾŜƴŜǎǎ ƻŦ ǘƘŜ ƛƴǘŜǊƴŀƭ ŎƻƴǘǊƻƭ ǎȅǎǘŜƳΣ ƛƴŎƭǳŘƛƴƎ ǘƘŜ ¢ǊǳǎǘΩǎ ǎȅǎǘŜƳ ŦƻǊ ǘƘŜ ƳŀƴŀƎŜƳŜƴǘ ƻŦ ǊƛǎƪΦ 
 
g) Internal Audit Programme 

Internal audit is an important element of the internal control process. Apart from its normal programme of 
work, internal audit is responsible for aspects of the annual review of the effectiveness of the internal control 
system within the organisation. 
 
h) External Audit 
External audit provides feedback to The Audit Committee on the operation of the internal financial controls 
reviewed as part of the annual audit.  
 
i) Third Party Reports 
From time to time, the use of external consultants will be necessary in areas such as health and safety, and 
the implementation of the Disability Discrimination Act. The use of specialist third parties for consulting and 
reporting can increase the reliability of the internal control system. 
  



 

 8. Annual Review of Effectiveness 
 

The Directors are responsible for reviewing the effectiveness of internal control of the Trust, based on 
information provided by the Risk Management Group and LGBs.  Its approach is outlined below. 
 
For each significant risk identified, the Directors will: 
 
¶ Review the previous year and examine the ¢ǊǳǎǘΩǎ ǘǊŀŎƪ ǊŜŎƻǊŘ ƻƴ Ǌƛǎƪ ƳŀƴŀƎŜƳŜƴǘ ŀƴŘ ƛƴǘŜǊƴŀƭ 

control 
¶ Consider the internal and external risk profile of the coming year and consider if current internal 

control arrangements are likely to be effective. 
 
In making its decision the Directors will consider the following aspects: 
 
a) Control environment: 

¶ ¢ƘŜ ¢ǊǳǎǘΩǎ ƻōƧŜŎǘƛǾŜǎ ŀƴŘ ƛǘǎ ŦƛƴŀƴŎƛŀƭ ŀƴŘ ƴƻƴ-financial targets; 

¶ Organisational structure and calibre of the Executive Leadership Team; 

¶ Culture, approach, and resources with respect to the management of risk; 

¶ Delegation of authority; and public reporting. 

b) On-going identification and evaluation of significant risks: 
¶ Timely identification and assessment of significant risks; and prioritisation of risks and the allocation 

of resources to address areas of high exposure. 
 

c) Information and communication 

¶ Quality and timeliness of information on significant risks from LGBs; and time it takes for control 
breakdowns to be recognised or new risk to be identified. 

 
d) Monitoring and corrective action: 
¶ Ability of the Individual Academy to learn from its problems and its commitment and 

responsiveness with which corrective actions taken are implemented. 
 

The Risk Management Group will prepare a report of its review of the effectiveness of the internal control 
system annually for consideration by the Directors.  This report is likely to be presented at the final board 
meeting of the academic year.  
  



 

 Risk Management Structures, Roles and Ownership 

A summary of the roles and responsibilities of each Board are set out below: 

Board Expected Role in Risk Management Formal Responsibilities 
The Directors The Directors are expected to: 

 
¶ Set the tone and influence the culture of 

risk management throughout the Trust; 

¶ Approve all major decisions affecting the 
¢ǊǳǎǘΩǎ Ǌƛǎƪ ǇǊƻŦƛƭŜ ƻǊ ŜȄǇƻǎǳǊŜΤ 

¶ Frequently monitor the management of 
significant risks to reduce the likelihood of 
unwelcome surprises; 

¶ Satisfy itself that the less significant risks 
are being actively managed, with the 
appropriate controls in place and working 
effectively; and 

¶ !ƴƴǳŀƭƭȅ ǊŜǾƛŜǿ ǘƘŜ ¢ǊǳǎǘΩǎ ŀǇǇǊƻŀŎƘ ǘƻ Ǌƛǎƪ 
management and approve changes or 
improvements to key elements of its 
processes and procedures. This should 
include an examination of the 
framework/process and its rigor. 

 
 

The Directors are ultimately responsible for the 
¢ǊǳǎǘΩǎ ǎȅǎǘŜƳ ƻŦ ƛƴǘŜǊƴŀƭ ŎƻƴǘǊƻƭ and reviewing 
its effectiveness. 
 
The Directors need to form an opinion on 
whether an individual academy has complied 
with all the provisions of the Combined Code 
throughout the year. This will include: 
 

¶ Reviewing the key risks together with the 
controls which have been implemented to 
mitigate those risks; and 

¶ Confirming whether or not there has been 
a formal ongoing process for identifying, 
ŜǾŀƭǳŀǘƛƴƎ ŀƴŘ ƳŀƴŀƎƛƴƎ ǘƘŜ ¢ǊǳǎǘΩǎ 
significant risks that has been in place for 
the 12 months to 31 July each year and up 
ǘƻ ǘƘŜ ŀŎŎƻǳƴǘΩǎ ŀǇǇǊƻǾŀƭ ŘŀǘŜΤ 

 
The Directors will also need to ensure that there 
is a termly review of the Risk Management 
Process and its outcomes.  The COO should 
ensure an up-date of the risk Management 
action plan goes to every Directors meeting 
throughout the year. 

Directors 

Risk Management Group 
(Audit and Risk Committee)  

External Audit Internal Audit 

Risk Management 

Plan/Process 

Executive 

Leadership Team Principal 

Local Governing Board 
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Board Expected role in risk management Formal responsibilities 
Audit 
Committee 

The Audit Committee oversees internal 
audit, external audit, Information Security 
Regulation (ISR) auditors and management 
as required in its review of internal 
controls. The Committee is therefore well 
placed to provide advice to the Directors 
on the effectiveness of the Internal Control 
system, including the ¢ǊǳǎǘΩǎ System for 
the management of risk as part of its 
Annual Report. 

The Audit Committee reports to the 
Directors on internal controls and alerts 
Directors to any emerging issues. The 
Audit Committee meets on at least a 
termly basis and provides a forum for 
ǊŜǇƻǊǘƛƴƎ ōȅ ǘƘŜ ¢ǊǳǎǘΩǎ ƛƴǘŜǊƴŀƭ ŀƴŘ 
external auditors, who have access to 
the Committee for independent 
discussion.  

Risk 
Management 
Group (Audit 
and Risk 
Committee) 

The Risk Management Group is comprised 
of all members of Executive Leadership 
Team.  Its main function is to: 
 

¶ Implement policies on risk 
management an internal control; 

¶ Identify and evaluate the significant 
risks faced by the Trust for 
consideration by the Directors and 
Local Governing Boards; 

¶ Provide adequate information in a 
timely manner to the Directors and 
LGBs on the status of risks and 
controls; 

¶ Undertake an annual review of 
effectiveness of the system of internal 
control and provide a report to the 
Directors; 

¶ To prepare a new risk management 
action plan for each new academic 
year; 

¶ Provide advice and support to 
colleagues within the Trust and to 
Local Governing Board as 
appropriate; 

¶ Provide impetus and drive to the Risk 
Management Process to ensure the 
implementation timetable is 
achieved. 

ItΩs responsibility is to support the 
Directors and Local Governing Boards in 
discharging their duties. 
 
It should hold termly meetings to ensure 
action plan implementation is being 
carried out efficiently and effectively. 
 
Rolling programme of internal staff 
development (all levels) 

Local 
Governing 
Board 

¶ Take overall responsibility for the 
administration and implementation of the 
Risk Management Process. 

¶ Ensure risk management and its processes 
are disseminated and become embedded 
throughout the Academy. 

¶ Hold termly meetings and evaluate the 
risks within the academy. 

¶ Provide feedback to the RMG and ensure 
that the LGB is holding the Principal and 
Senior Leaders to account for risks within 
the Trust. 

The LGB to implement all policies 
outlined by the Trust and fully account 
risks. 
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¶ Develop an action plan for the academy 
which identifies risk factors in accordance 
with the policy. 

 
 

Internal Audit Internal audit is an important element of 
the internal control process. Apart from its 
normal programme of work, internal audit 
is responsible for aspects of the annual 
review of the effectiveness of the internal 
control system within the organisation. 
 
Internal audit will need to take account of 
the corporate risks and the resultant risk 
management action plan in determining 
its strategic and annual plan of work. 
 
Internal audit should review and test the 
systems of control over the Risk 
Management Process to provide 
assurance to the Audit Committee that the 
process is well controlled and to confirm 
that the Risk Management Processes are 
being carried out in accordance with the 
agreed procedures and in a timely manner. 
There should be an annual review included 
within the internal audit strategic plan. 

¢ƘŜ !ŎŀŘŜƳȅΩǎ ƛƴǘŜǊƴŀƭ ŀǳŘƛǘƻǊǎ ƳƻƴƛǘƻǊ 
the systems of internal control in 
accordance with an agreed plan of input 
and report their findings to the LGBs and 
Risk Management Group. Management 
are responsible for the implementation 
of agreed recommendations and 
internal audit undertake periodic follow 
up reviews to ensure such 
recommendations have been 
implemented. 
 
At least annually, Internal Audit provides 
the Local Governing Board/Directors, 
with a report on internal audit activity in 
the Trust. The report includes an 
independent opinion on the adequacy 
ŀƴŘ ŜŦŦŜŎǘƛǾŜƴŜǎǎ ƻŦ ǘƘŜ ¢ǊǳǎǘΩǎ ǎȅǎǘŜƳ 
of internal control, including internal 
financial control. 

External Audit External audit will ensure that the annual 
Risk Management Process has been 
undertaken, and that statements of 
/ƻǊǇƻǊŀǘŜ DƻǾŜǊƴŀƴŎŜ ǊŜŦƭŜŎǘ ǘƘŜ ¢ǊǳǎǘΩǎ 
implementation of the combined code. 

 
It is not the role of external auditors to 
ascertain the robustness or accuracy of the 
risks identified or the internal controls 
over their operation. The auditors do not 
form an opinion on the effectiveness of the 
¢ǊǳǎǘΩǎ /ƻǊǇƻǊŀǘŜ DƻǾŜǊƴŀƴŎŜ ǇǊƻŎŜŘǳǊŜǎ 
or its risk and control procedures. 

External auditors express an 
independent opinion on whether the 
financial statements give a true and fair 
view, monies expended out of funds 
have been properly applied for those 
purposes and, if appropriate, managed 
in compliance with relevant legislation, 
and monies expended out of funds 
provided by the Education Funding 
Agency. 
 
The external audit opinion will also 
clearly set out the scope of their 
responsibilities and work in respect of 
confirming compliance with the 
Academies Financial Handbook. 
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 9. Procedure 
 

Risk Identification 

The process of risk identification is best done as a joint effort with the focus on things that could adversely affect 
business objectives.  The process will involve Directors, Executive Leadership Team and Local Governing Board.  
Consideration will be given to the following factors:  

¶ The vision, beliefs, values and strategic goals;  

¶ The nature and scale of the individual academy activities, both current and planned;  

¶ External factors that may affect the academy such as legislation and regulation but also physical such as 
outbreaks, pandemics and severe weather eg widespread flooding 

¶ The reputation of the academy with its key stakeholders;  

¶ The operating structure, e.g. functions and issues that the academy may face due to transition to Academy 
status.  

See Appendix 1ς Typical Categories of Risk 

Risk Assessment 

¶ Discuss and agree that all involved are satisfied with the list of risks;  

¶ Determine the appropriate response to each risk;  

¶ Assess existing controls and determine appropriate action;  

¶ Allocate responsibility for action; and  

¶ Agree future reporting and review procedures.  

¶ Taking each of the risks in turn, discuss and rate them in terms of likelihood e.g. 1 = Low, 2=Medium chance 
of occurring and impact, e.g. 1= Negligible to 3=Catastrophic. 

 

Risk Matrix  
The assessment of each risk will take into consideration the control measures currently in place to manage the 

risk. The controls identified will be assessed to determine whether they are an appropriate mitigation of the risks 

identified. The value for money of the chosen responses needs to be considered, i.e. it is as important to avoid 

over-control of minor risks as under- control of serious risks. 

 

With this exercise complete, the Directors alongside the LGBs will decide what their risk appetite is, (what level 
of risk they are willing to tolerate using the Risk Management Strategy (page 5). This will determine what response 
the Directors /  LGBs wishes to make to each risk.  
 

See Appendix 2 for Risk Matrix and Risk Responses  
 

Action Planning/Risk Register 

Any risks requiring treatment should be recorded in a risk register, areas to be considered as risk have been 
identified in Appendix 3. The actions required to produce an acceptable control system must be identified and 
documented. It should be clear who the actions have been allocated to along with a deadline for the action to be 
completed and a scheduled date for review.  
 
A final version of the register will be considered at the Audit Committee meetings, a report identifying key risk 
will be produced and circulated to all Directors so that they are aware of the risk management and the controls 
in place to limit exposure to the risk.  
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Monitoring and Review 

The Risk Register will be monitored by the Chief Operations Officer with any known risks not already identified 
on the academies risk register being brought to the attention of the Principal and Business Manager.  A final 
version of the Risk Register will be reviewed termly by Directors, Risk Management Group and LGBs to ensure 
that risks are identified and that appropriate controls and responses are in place and to ensure that: 

¶ New risks/escalating risks are identified 

¶ Planned actions are carried out in line agreed timescales 

¶ Updating of the risk register as risks occur/change over time 

¶ Early signs of developing risks are identified as early as possible 
 
The Risk Management Group (Trust Audit & Risk Committee) will consider the Risk Management Policy, Risk 
Register and the Risk Management Action Plan on an annual basis. They will prepare a report for the 
consideration of the Governing Board which: 
 

¶ Identifies and evaluates the significant risks faced by the Academy 

¶ Makes recommendations concerning the content of the policy, action plan and register 
 

The Directors will consider their report and approve any changes to the policy, the action plan and       the register 
in the final meeting of the year. 
 
LGBs will review the Risk Management Action Plan and the Risk Register at the final meeting of each term.  
They will: 

 

¶ Review the progress of the implementation of the Risk Management Action Plan 

¶ Consider all risks, their status and their controls to ensure that they are still appropriate. 

¶ Where a weakness is identified agree clear actions, timescales and responsibilities. 

¶ Update the action plan and the register as required. 

 
Following this meeting a report of the review will be presented to the next meeting of the Directors. Governors 
will consider the report and its recommendations and approve any subsequent actions. 
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